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Secure your account

Due to your access to critical/sensitive data, you
need to set up 2-step verification in order to
continue using Azets Cozone. Please select one of
the methods below to start the setup.

Microsoft
Authenticator

v Use the Microsoft Authenticator app to
get free verification codes, even when
your phone is offline.

ENABLE MICROSOFT AUTHENTICATOR

1. Log in to https://cozone.azets.com/ with your username and password.

2. Once you have logged in, you will see the view on the left where 2FA
will need to be set and all available options. Choose Microsoft for this
guide. Puch Enable Microsoft authenticator to proceed.

3. The next step in the process will ask you to enter your password again,
regardless of which method you choose. It's the password you use to
login to Cozone you write here

4. Push Continue

Enter your password X

Password eecccccsccscs > '

N



https://cozone.azets.com/
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Instructions for Microsoft Authenticator

1. Start by downloading the "Microsoft Authenticator" application to your phone.

( GETITON # Download on the

» GooglePlay | @& App Store
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Instructions for Microsoft Authenticator
1. Next step is to choose what kind of phone you have.

2. Push Continue

Get verification code from Microsoft X
Authenticator app

£\ Instead of waiting for text messages, get
v verification codes for free from the Microsoft
Authenticator app. It works even iIf your phone is
offline.

What kind of phone do you use?
(O Android device

l':f' i0S device

CANCEL
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3. Puch the plus sign in the right top corner
4. Choose work or school account

5. Push “Scan QR code”

1| TELA T 16:47 <searchw | T 09:51 Search wi! % 09:51

< Add account Add account

= Authenticator

O Microsoft WHAT KIND OF ACCOUNT ARE YOU ADDING? WHAT KIND OF ACCOUNT ARE YOU ADDING?
[ | | | ]
Personal account Personal account >
| ]
|| Work or school account
[ |
Other (Google, Facebook, etc.) . Other (Google, Facebook, etc.) >

Add work or school account

Sign in Scan QR code
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4. Scan the code that is visible in Cozone.

5. Push Continue

konﬂgure Microsoft Authenticator app X

1. Get the free Microsoft
Authenticator App
from the App Store

in the App select Set

up account.

3. Choose "Other
(Google, Facebook,
etc.)"

4. Choose Scan a
barcode.

N

CAN'T SCAN THE CODE?
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6. Fill in the code that is generated in the application
on the phone. Add the code for Azets Cozone

Configure Microsoft Authenticator app X _
account. No need to stress, you will get a new code
every 30 second.
@ Enter the 6-digit code you see in the Microsoft authenticator 7. Press Verify
app.
— Accounts -+
6-digit code
@ Dropbox R
kaygo1988@outlook.com
895823 @
+ Slack v
»" kayg@contoso.com
439651 ¢
(3 Facebook W
kaygo1988@outlook.com
339813 G
Github v

kayg@contoso.com

889812 ¢
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) 8. Push Continue
Write down your backup code X

9. Push Done

Backup codes allow you to sign in when away from your phone,

like when you're traveling. 10. The setup is now done for you to start use.
Keep this backup code somewhere safe but accessible.

You already have a valid backup code from another
@ authentication setup. You can use your backup code to sign in
when you are away from your phone or when you lose it.

CONTINUE

2-Step Verification enabled! X

Done!
@ You're all set. From now on, you can use Microsoft
Authenticator to sign in to your account




Contact us for help

If you have problems implementing two-factor-authorization, the support
team will be happy to help you with any questions you may have.

Send us an email at 2FA_SEsupport@azets.com




